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Мошенники используют новые предлоги для обмана, манипулируя страхами граждан:
- предлагают купить валюту;
- «защитить» вклады или инвестиции;
- перевести сбережения на «безопасный» счет. 
Чтобы не стать жертвой злоумышленников — помните: не доверяйте звонящему, даже если тот представился сотрудником банка / правоохранительных органов. 
1. Никому не сообщайте данные карт и кодов из СМС. 
2. Не верьте «выгодным» предложениям. 
3. Не совершайте необдуманных действий, если во время разговора вас о чем-то попросили. 
При любом подозрительном звонке - свяжитесь с банком по номеру телефона, указанному на официальном сайте, в мобильном приложении или на банковской карте.
